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1. OBIJETIVO

A presente Politica fornece as diretrizes bdsicas adotadas pela NIO Digital para prevenir e combater
acoes voltadas a lavagem de dinheiro e ao financiamento de atividades terroristas e visa garantir,
ndo so o cumprimento das leis e regulamentacdes relacionadas ao tema, como também, instruir e
direcionar os colaboradores no auxilio, na deteccdo e na conducdo de acdes quando da apuracao
de qualquer suspeita deste tipo de crime.

2. ABRANGENCIA

Esta Politica é aplicada a toda a Instituicdo, devendo ser rigorosamente seguida por todos os
colaboradores, independente de cargos e funcdes ocupados, que devem observar os mais altos
padrdes de conduta ética profissional na conducao de suas atividades.

3. ALCADA DE APROVACAO

Diretoria Executiva

4. GLOSSARIO

4.1.

4.2.

4.3,

4.4,

4.5,

4.6.

Banco Central do Brasil (BACEN): Executa as orientacbes do Conselho Monetario Nacional
(CMN), conduz as politicas monetaria, cambial, de crédito e de relagGes financeiras com o
exterior, a regulacdo e a supervisdo do Sistema Financeiro Nacional (SFN), a administracdo do
Sistema de Pagamentos Brasileiro (SPB) e os servicos do meio circulante.

Clientes: Qualquer pessoa fisica com a qual a NIO Digital mantém relacionamento por meio da
disponibiliza¢do a elas de seus produtos e servigos.

COAF - Conselho de Controle de Atividades Financeiras: Criado no ambito do Ministério da
Fazenda com a finalidade de disciplinar, aplicar penas administrativas, receber, examinar e
identificar as ocorréncias suspeitas de atividades ilicitas previstas na Lei N° 9.613/98, sem
prejuizo da competéncia de outros 6rgaos e entidades.

Colaborador: Todos os administradores, sdcios, funcionarios, estagiarios, parceiros, terceiros
prestadores de servicos, representantes, consultores e/ou fornecedores da NIO Digital.

“Due Diligence”: Refere-se a uma avaliag¢do de risco conduzida ou solicitada a um proponente
a fornecedor, parceiro ou cliente, antes da assinatura de um contrato ou formalizagdao de
gualquer vinculo comercial, a fim de verificar se o candidato apresenta algum ponto de alerta
ou restritivo que possa trazer algum risco de envolvimento em operacgdes atipicas ou suspeitas
de lavagem de dinheiro ou de financiamento ao terrorismo.

Pessoa Politicamente Exposta (PEP): Consideram-se pessoas politicamente expostas os
agentes publicos que desempenham ou tenham desempenhado nos ultimos 5 (cinco) anos, no
Brasil ou em paises, territorios e dependéncias estrangeiros, cargos, empregos ou funcgdes
publicas relevantes, assim como seus representantes, familiares e outras pessoas de seu
relacionamento proximo. Além disso, sdo exemplos de situa¢gdes que caracterizam
relacionamento préximo e acarretam o enquadramento do cliente como pessoa politicamente
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exposta, como controle direto ou indireto, de cliente pessoa juridica. Uma lista completa dos
cargos ocupados pelas PEPs pode ser observada no Manual de Procedimentos Conheca o Seu
Cliente.

5. INTRODUCAO
5.1. Descri¢dao Geral

5.1.1.No mundo inteiro, as atividades criminosas, como o narcotrafico, a corrupcdo, trafico de
armas e, inclusive o trafico de pessoas, movimentam enormes volumes de dinheiro,
recursos estes que sdo totalmente ilicitos.

5.1.2.0 combate intenso contra a lavagem de dinheiro é o melhor e mais eficaz método de
desmonte do crime organizado. O ataque fulcral ao capital que gira estas sofisticadas
estruturas criminosas no mundo inteiro, notadamente no trafico de drogas, e interliga
diferentes redes de corrupcao, é a melhor estratégia para ao menos tentar a reducdo
das atividades de seus agentes.

5.1.3.Do mesmo modo, esta eficiéncia no combate ao dinheiro ilicito que circula nas atividades
criminosas também tem relevante contribuicdo ao combate ao terrorismo, este crime
gue amedronta inumeras na¢des, no mundo todo.

5.1.4.E inegavel que, as instituicdes financeiras exercem um papel crucial no processo de
prevencdo e combate a lavagem de dinheiro. A agilidade, velocidade e facilidade com
que recursos transitam entre instituicdes financeiras facilita a dissimulagdo de sua
origem.

5.1.5.Por isso, os governos e agéncias regulatérias aumentaram seu foco no monitoramento
de transag¢Oes para assegurarem que as instituicdes financeiras ndo sejam lenientes no
controle de operagdes suspeitas que possam configurar lavagem de dinheiro. Este
aumento em monitoramento fez com que diversas instituicdes financeiras focassem no
desenvolvimento de programas de gestao de riscos e de conformidade rigidos.

5.1.6.Na NIO Digital todos os colaboradores devem exercer um nivel apropriado de cuidado e
diligéncia ao lidar com clientes, evitando deliberada falta de atencdo aos crimes de
lavagem de dinheiro, financiamento ao terrorismo ou qualquer outra atividade suspeita
ou ilicita.

5.1.7.0 reporte devera ser imediato para a area de Riscos & PLDFT quando constatado
quaisquer indicios de lavagem de dinheiro ou burla do sistema financeiro, como
propostas realizadas ou alteracdo sem motivacao aparente dos clientes, quando da
ocorréncia de situagdes passiveis de comunicacao.

5.1.8.0s colaboradores sao proibidos de conscientemente se envolverem ou facilitarem, de
qualquer forma, qualquer atividade suspeita ou ilicita que possa resultar em crimes de
lavagem de dinheiro, financiamento ao terrorismo, corrup¢ao ou quaisquer atos que
sejam considerados ilegais ou criminosos.
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5.1.9.A NIO Digital ndo estabelece negdcios com pessoas fisicas e/ou juridicas que tenham
comprovado envolvimento em fraudes e crimes financeiros, nem com pessoas fisicas ou
juridicas cuja identificacdo ndo possa ser confirmada, ou que fornecam informacdes
incompletas, falsas ou inconsistentes.

5.2. Lavagem de Dinheiro (LD)

5.2.1.Considera-se lavagem de dinheiro o crime caracterizado por um conjunto de operacdes
comerciais ou financeiras que buscam a incorporacdo na economia, de modo transitdrio
ou permanente, de recursos, bens e valores de origem ilicita e que se desenvolvem por
meio de um processo dinamico que envolve, teoricamente, trés etapas independentes
que, com frequéncia, ocorrem simultaneamente.

7

5.2.2.Em sede doutrindria, a complexa dinamica da “lavagem de dinheiro” é subdividida em
trés fases: ocultacdo, dissimulacdo e integracdo dos bens, direitos ou valores a economia
formal.

LAVANDERIA ILEGAL

Fases da lavagem de dinheiro

fi
&=

Ee?v

N,

ETAPA 1

B3 COLOCACAO
(placement), também
chamado de ocultacao ou
conversao

O dinheiro € aplicado no
sistema financeiro (bancos)
ou transferido para outros

paises com sistema financeiro

mais liberal (paraisos fiscais).
Normalmente, movimenta-se
o dinheiro em pequenas
quantias para diluir ou
fracionar grandes somas.

ETAPA 2

&3 DISSIMULACAO
(empilage), também
chamado de controle ou
estratificacao

Objetiva dissociar o
dinheiro de sua origem,

dificultando o rastreamento.

Geralmente o dinheiro é
movimentado de forma
eletrénica ou por empresas
fantasmas ou misturando
em dinheiro licito

Fonte: COAF (Conselho de Controle de Atividades Financeiras), Ministério da Fazenda

ETAPA 3 )
B3 INTEGRACAO
(integration)

Fase final da lavagem de
dinheiro em que o agente
cria explicacoes legitimas
para os recursos aplicados
de modo aberto:
investimentos financeiros,
empresas de offshore ou
compra de ativos (ouro,
agoes, veiculos, imoveis).
Podem surgir
organizacoes de fachada.

Folha Arte

5.2.3.Em que pese a divisdao doutrindria acima apresentada, é relevante postular que, a pratica
de qualquer uma das condutas ou fases elencadas (ocultacdo, dissimulacdo ou
integracdo) trata-se de atividade ilicita e configurada como crime.

5.3. Financiamento ao Terrorismo (FT)

5.3.1.A Lei N° 13.260/16 define como terrorismo a pratica por um ou mais individuos dos atos
abaixo descritos, por razdes de xenofobia, discriminacao ou preconceito de raca, cor,
etnia e religido, quando cometidos com a finalidade de provocar terror social ou
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generalizado, expondo a perigo pessoa, patrimoénio, a paz publica ou a incolumidade
publica.

5.3.2.530 atos de terrorismo:

Usar ou ameacar usar, transportar, guardar, portar ou trazer consigo explosivos,
gases toxicos, venenos, contelddos bioldgicos, quimicos, nucleares ou outros meios
capazes de causar danos ou promover destruicdo em massa;

Sabotar o funcionamento ou apoderar-se, com violéncia, grave ameaca a pessoa ou
servindo-se de mecanismos cibernéticos, do controle total ou parcial, ainda que de
modo temporario, de meio de comunicacdo ou de transporte, de portos, aeroportos,
estacGes ferrovidrias ou rodoviarias, hospitais, casas de saude, escolas, estadios
esportivos, instalacGes publicas ou locais onde funcionem servicos publicos
essenciais, instalacdes de geracdo ou transmissdo de energia, instalacdes militares,
instalacGes de exploracdo, refino e processamento de petrdleo e gas e instituicdes
bancarias e sua rede de atendimento;

Atentar contra a vida ou a integridade fisica de pessoa;

Promover, constituir, integrar ou prestar auxilio, pessoalmente ou por interposta
pessoa, a organizacao terrorista;

Realizar atos preparatorios de terrorismo com o propdsito inequivoco de consumar
tal delito;

Oferecer ou receber, obtiver, guardar, mantiver em depdsito, solicitar, investir ou de
qualquer modo contribuir para a obtengao de ativo, bem ou recurso financeiro, com
a finalidade de financiar, total ou parcialmente, pessoa, grupo de pessoas, associa¢ao,
entidade, organizagao criminosa que tenha como atividade principal ou secunddria,
mesmo em carater eventual.

6. PRINCIPAIS COMPROMISSOS DE PLDFT

6.1. Estabelecer politicas e procedimentos minimos para o cumprimento das atividades de PLDFT

6.2.

6.3.

gue deverdo ser seguidos e disseminados, obrigatoriamente, para todos os colaboradores

internos e externos da NIO Digital.

Manter estrutura organizacional compativel aos negdcios da NIO Digital, estabelecendo

funcbes e responsabilidades relacionadas ao cumprimento das atividades de PLDFT,

incentivando suas praticas preventivas e propiciando, de forma ampla, a divulgacdo desta
Politica e dos demais documentos normativos sobre o assunto.

Enfatizar a importancia acerca do tema PLDFT, além da abrangéncia institucional, a
aplicabilidade aos colaboradores externos para que, de forma conjunta, possamos contribuir
para a erradicacdo de praticas ilicitas.
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6.4.

6.5.

6.6.

6.7.

6.8.

6.9.

Adotar medidas de cardter restritivo quanto a realizacdo de negdcios e a manutencdo de
relacionamento com clientes, fornecedores, parceiros e funciondrios, quando as
circunstancias indicarem evidéncias de envolvimento em crimes de LDFT, corrupcdo ou
guaisquer outros atos ilicitos, observados na legislacdo vigente.

Garantir o cumprimento das legislacOes e regulamentacdes nacionais e internacionais, que
versam sobre o assunto, assim como para atestar a efetividade desta Politica e dos demais
documentos normativos sobre PLDFT.

Identificar os produtos, servigos e processos que possam representar riscos e, estabelecer os
devidos controles para prevencdo e combate a LDFT.

Garantir que o registro das operacdes e das informacdes cadastrais de clientes, fornecedores
e funciondrios acontecam em sistemas operacionais informatizados.

Manter processos e sistemas operacionais de monitoramento amplos para a detec¢ao de
transacgdes atipicas e/ou suspeitas que possam configurar indicios da pratica de lavagem de
dinheiro e de financiamento ao terrorismo ou de ocultacdo de bens, direitos e valores,
realizando, sempre que cabivel, a comunicacdo de tais transa¢des aos drgdos competentes,
nos termos das leis e normas em vigor.

Zelar para que os processos de registro, analise e comunicacdo de operagcbes com indicios de
LDFT as autoridades competentes aconteca de forma sigilosa.

6.10. Instituir planos de acao para a mitigagdo dos riscos e a corregao das deficiéncias apontadas

em fiscalizagGes realizadas por érgdos reguladores/supervisores e em avaliagGes das areas
de Controles Internos e Auditoria, voltados a averigua¢do dos procedimentos destinados a
PLDFT.

6.11. Adotar praticas para a promog¢dao da cultura organizacional de PLDFT, por meio de

treinamentos continuos e comunicagdes especificas sobre o tema.

7. ESTRUTURA DE PLDFT

7.1.

7.2.

7.3.

A NIO Digital constituiu componente organizacional dedicado a gestdo dos riscos de LDFT, com
reporte direto ao Head de Governanga e Risco, conferindo-lhe autonomia funcional e atuagao
independente as dreas de negdcio e de suporte, sendo a estrutura compativel com a natureza,
o porte, a complexidade, o perfil de risco e do modelo de negécio da Instituicao.

A drea, denominada “Riscos & PLDFT”, é composta por profissionais devidamente qualificados
e preparados para qualquer tipo de situacao e tomada de providéncias sobre o assunto. A area
tem como missdo a implementacdo de mecanismos e procedimentos que busquem garantir
gue os riscos associados a lavagem de dinheiro e de financiamento ao terrorismo sejam
corretamente identificados, avaliados, mensurados e plenamente de acordo com os limites de
exposicao definidos pela Instituicao.

Para a tomada de decisdo, supervisao e controle acerca dos assuntos relacionados a PLDFT, a
NIO Digital conta com a Diretoria Executiva e com o Comité de Risco e Controle.

Pagina 6 de 17
As informagdes contidas neste documento sdo para uso interno e exclusivo da NIO Digital



. = g ® [
fMO:E politica Corporativa

Titulo: Prevengdo a Lavagem de Dinheiro e de Financiamento ao Cddigo: PC-CON-007

Terrorismo

Gestor: Riscos & PLDFT Versdo: 02 Data de Publicacdo: 10/05/2024

8. AVALIAGAO INTERNA DE RISCO

8.1.

8.2.

A NIO Digital adota uma abordagem baseada em risco estipulada por meio de verificacdo de
categorias e variaveis. Essa acdo assegura que as medidas adotadas para prevenir ou mitigar
os riscos de LDFT sejam proporcionais aos riscos identificados no processo de aceitacdo e
manutencdo do relacionamento com clientes, parceiros e funcionarios.

Uma vez identificado o risco, serd avaliada a sua probabilidade de ocorréncia e a magnitude
dos impactos financeiro, juridico, reputacional e socioambiental para a NIO Digital. A
classificacdo dos riscos consta dos Manuais de Procedimentos de Conheca o Seu Cliente, Seu
Funcionario e Seu Parceiro.

9. CONHECA O SEU CLIENTE

9.1.

9.2.

9.3.

9.4.

9.5.

9.6.

Processo que orienta os colaboradores, diretos e indiretos, com relacdo ao sistema de
identificacdo de clientes e monitoramento das respectivas movimentacdes financeiras, em
cumprimento da Lei N° 9.613/98 que dispde sobre crimes de LDFT, bem como demais
regulamentacdes vigentes.

Principio elaborado no Acordo da Basiléia no qual se visualiza o estabelecimento de um
conjunto de regras pelas quais a NIO Digital deve se basear, tendo como objetivo, identificar a
origem dos recursos e da constituicdo do patrimonio dos seus clientes.

Em conjunto ao apresentado, alguns produtos da NIO Digital, devido as suas caracteristicas,
possuem uma probabilidade maior de serem utilizados para a lavagem de dinheiro por isso,
estes devem reter maior atencao.

Os colaboradores da Instituicao, diante da legislagao vigente e das disposi¢des apresentadas
nesta Politica, devem estabelecer e documentar a identidade do cliente, sua capacidade e
situagao financeira e histérico de atividades. Como nosso principal cliente é o Poder Publico,
também se deve verificar os aspectos politicos do cliente e dos seus gestores, erguendo-se
assim, uma base sélida de informagdes, mitigando os riscos que possam ocorrer.

Apesar das informacgGes de nossos clientes serem, em sua maioria, publica, o contato pessoal
com o cliente é peca fundamental, pois, assim, pode-se verificar, se a abordagem politica
apresentada se faz verdadeira e condizente. O contato pessoal com o gestor de cada area de
atuacdo de nosso cliente propicia, durante a vigéncia do Convénio firmado, a diminuicdo da
impessoalidade e a valorizagdo do fator humano, o qual é fundamental para o auxilio nas
demandas que possam ocorrer para a solugdo de problemas.

As informacgdes coletadas seguem os padrdes de controle, sendo arquivadas em meio fisico e
digital, com acesso limitado. A manutencdo das informacdes se da a cada ciclo eleitoral e/ou
anualmente e/ou quando identificada alteragGes nas condicBes politicas, financeiras ou
cadastrais do cliente. Este controle é efetuado pela drea Comercial juntamente com a equipe
de gestdo de contratos.
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9.7.

9.8.

9.9.

9.10

9.11.

9.12.

9.13.

9.14.

9.15.

Para cada cliente do Poder Publico prospectado como cliente, sera avaliado um rol taxativo,
porém ndo exaustivo, de documentos e informacbes, os quais, juntamente com pesquisas
internas e externas (bases publicas/privadas), formardo o parecer da NIO Digital para a
aprovacao do cliente e formulacdo de Convénio. A aprovacao se dard pela drea Juridico e pela
Diretoria Executiva da NIO, por meio do Comité Comercial. Qualquer informacdo que acarrete
duvida, devera ser plenamente justificada para que seja efetuada uma analise criteriosa sobre
o tema e, se aceita, para a formulacao do termo de Convénio, formalizando o vinculo.

Os colaboradores deverdo informar o cliente que, qualquer alteracdo cadastral, seja qual for,
deverad ser informada imediatamente para a NIO Digital, para que esta possa atualizar sua base
cadastral e verificar a continuidade da parceria.

Os clientes da NIO Digital, para comunicagdo inter partes, utilizam de sistemas informatizados,
préprios e/ou terceirizados, diante disto, também efetuaremos a avaliacdo da empresa a qual
sera vinculada, para que sejam garantidas, tanto a habilitacdo cadastral como a seguranca das
informacgdes e comunicacbes de dados.

. Para o inicio de relacionamento dos servidores/colaboradores das entidades publicas e
privadas conveniadas com a NIO Digital é obrigatdrio que o proponente apresente uma série
de informacdes. Toda documentacao cadastral recebida passa por um rigoroso processo de
analise e aprovacdo antes da habilitacdo do cliente para operar com a Institui¢do.

As areas do Comercial e Operacdes sao as responsaveis por realizar as pesquisas e analises
para a certificacdo da veracidade das informacgdes recebidas, utilizando-se de banco de dados
de carater publico ou privado.

Como ja citado, pelo cliente da NIO Digital ser, em sua grande maioria, o Poder Publico,
detemos uma atencdo toda especial as Pessoas Expostas Politicamente (PEP) e as questdes
politicas.

Ap0ds andlise da documentacao e certificagdo das informagdes cadastrais, o proponente tem
o seu perfil estabelecido de acordo com as regras de PLDFT.

Os proponentes aceitos passam a integrar a base de clientes da NIO Digital e a partir dai suas
transacdes com o seu cartdo de crédito serdo monitoradas, de modo a avaliar se estdo
adequadas ao seu perfil de risco. As situagdes atipicas sdo identificadas e tratadas no Comité
de Riscos e Controle.

O Manual de Procedimentos Conhega o Seu Cliente é um documento obrigatério formalizado
e aprovado pela Diretoria Executiva da NIO Digital, detalhando as defini¢des contidas nesta
Politica acerca do assunto.

10. CONHEGCA O SEU FUNCIONARIO

10.1

. Os procedimentos de “Conheca Seu Funcionario” visam estabelecer instrumentos que
assegurem o adequado conhecimento em relacao aos funciondrios da NIO Digital, bem como
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10.2.

10.3.

10.4.

10.5.

10.6.

10.7.

estabelecer os principios e regras gerais a serem seguidos a fim de garantir a integridade e
evitar que eles efetuem operacdes que possam acarretar riscos a Instituicdo.

A NIO Digital instituiu o conjunto de procedimentos com o propdsito de identificar, analisar
e mitigar o risco relacionado aos profissionais, durante a sua contratacdo e em momento
posterior, visando assegurar o conhecimento de sua situacdo econdémico-financeira para
prevenir praticas ilicitas no contexto da estrutura, atividades e/ou produtos e servicos da
Instituicdo. Nesta assertiva, adotamos os seguintes critérios para a contratacdo de
funcionarios:

= Andlise dos conhecimentos;

= Andlise dos documentos e informacdes cadastrais, requerendo copia atualizada e
avaliacdo de autenticidade junto aos bancos de dados publicos e privados;

= Avaliacdo médica para inicio e/ou retorno ao trabalho, para saber se o funcionario esta
apto ao exercicio laboral;

= Registro na Carteira de Trabalho (quando celetista) ou Contrato de Trabalho (quando
prestador de servicos);

= Pesquisa em outros meios para verificar o enquadramento do funcionario dentro das
diretrizes da Instituicdo e se constam de listas publicas restritivas de LDFT.

Assim, a NIO Digital adota todos os critérios para contratacdo de funcionarios, com foco na
prevencdo e combate a PLDFT, ressalvados todos os cuidados para que, o pretendente a
cargo nao sofra qualquer tipo de discriminagao, seja ela econémica, racial, religiosa etc.

Quando do conhecimento de alguma particularidade cadastral que esteja discordante das
diretrizes desta Politica ou das demais normas da Instituicdo, o funcionario serad convocado,
em particular, junto ao Head de Governancga e Riscos, para que apresente suas justificativas
e sejam apresentados, caso necessdrio, documentacao que justifique tal duvida e, em assim
ocorrendo, sera deliberado o assunto.

As informagdes de funcionarios sao restritas e ficam sob a guarda da drea de Gestdo de
Pessoas. A utilizacdo das informacgdes é permitida para a drea de Riscos & PLDFT em situac¢ao
de investigacdao de casos, que por serem confidenciais ndao devem ser disponibilizadas nos
diretdrios de controle PLDFT ou em quaisquer outros meios de acessibilidade de informacgao
da Instituicao, salvo os sistemas de Gestao de Pessoas.

A drea de Gestdo de Pessoas deve garantir o cadastro atualizado dos funciondrios em sistema
operacional desde a sua admissao, bem como, realizar campanhas de atualiza¢des cadastrais
periddicas e/ou a¢des conjuntas com outros programas existentes na Instituicdo.

O Manual de Procedimentos Conheca o Seu Funciondrio é um documento obrigatério
formalizado e aprovado pela Diretoria Executiva da NIO Digital, detalhando as defini¢des
contidas nesta Politica acerca do assunto.
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11. CONHECA O SEU PARCEIRO

11.1.

11.2.

11.3.

11.4.

11.5.

Assim como devemos conhecer nossos funcionarios e clientes, também temos que dar
atencdo aos parceiros e fornecedores de produtos e servicos da NIO Digital, os quais, deverao
atender aos requisitos desta Politica.

A selegdo, contratagdo e supervisdo de parceiros e prestadores de servicos tem como
objetivo identificar e aprovar parceiros de negécios e prestadores de servico, visando
prevenir que se realize negdcios com contrapartes inidoneas ou suspeitas de envolvimento
em atividades ilicitas, bem como assegurar que eles possuam procedimentos adequados de
PLDFT, quando aplicavel.

A NIO Digital fara negdcios somente com fornecedores idoneos e de excelente reputacédo,
com qualificacdo técnica adequada e que se comprometam expressamente a adotar a
mesma politica de tolerdncia zero quanto a corrupcao.

Os procedimentos serdo proporcionais aos riscos enfrentados pela NIO Digital em cada
contratacdo. O objetivo fundamental é de adquirir melhor conhecimento do fornecedor a ser
contratado, buscando observar suas praticas de governanca, incluindo visitas fisicas com
equipe especifica para realizacdo de “Due Diligence”, quando necessario. S3o requisitos
minimos para firmar negocios:

= |dentificacdo de regularidade fiscal junto a Receita Federal, sendo permitida apenas o
relacionamento com fornecedores que estiverem com status de CNPJ “ativo”;

= Coleta de documentos habilitatérios da pessoa juridica e da pessoa fisica responsavel pela
empresa;

= Avaliagdo da reputacdo da empresa no mercado, por meio de pesquisas junto a rede
mundial de computadores e/ou outros meios legais e possiveis para a obtencdo da
informacao, inclusive em banco de dados publicos e privados;

= Realizagdo de “Due Diligence” (visita ao proponente), quando necessario;

= Formalizacdo de documento oficial de contratacdo, quando aprovada, preferencialmente
no padrdo da NIO Digital. Na impossibilidade, a area Juridico devera emitir analise e
parecer, buscando o aval da Diretoria Executiva para a contratacao;

= Informacdo ao fornecedor da exigéncia da emissdo de Nota Fiscal/Fatura e/ou Recibos
e/ou RPA, conforme o caso;

= Verificacdo de especificidade de software, para os casos de aquisi¢do, assim como
adequacgao as normas de seguranca da informacao da Instituicao.

Nao exaustivo, poderado ser solicitadas informagdes adicionais, de forma que se possa obter
razoavel conforto sobre os procedimentos e controles existentes na instituicao contratada
para a prestacao de servicos.
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11.6.

11.7.

11.8.

11.9.

Acreditamos ser importante trabalhar com fornecedores com situacao econémico-financeira
saudavel e que assumem suas responsabilidades legais, regulatdrias, trabalhistas, sociais e
ambientais, a fim de evitarmos risco de imagem.

As informacdes sobre os fornecedores de produtos e servicos que mantém estreito
relacionamento com a NIO Digital devem ser registradas e mantidas atualizadas em sistema
operacional, sob gestdo da area Facilitie.

Os fornecedores contratados para exercerem cargos na NIO Digital, devem ser identificados
e qualificados também sob os critérios de “Conheca o Seu Funcionario”.

O Manual de Procedimentos Conheca o Seu Parceiro é um documento obrigatdrio
formalizado e aprovado pela Diretoria Executiva da NIO Digital, detalhando as definicoes
contidas nesta Politica acerca do assunto.

12. REGISTRO DE OPERAGOES

A NIO Digital mantém sistema operacional apropriado e com acesso limitado para a formalizacdo
de seus produtos e servigos, assim como para registrar as diversas movimentacoes realizadas pelos
seus clientes.

13. MONITORAMENTO DE TRANSAGCOES COM CARTAO DE CREDITO

13.1.

13.2.

13.3.

13.4.

13.5.

13.6.

O monitoramento de PLDFT consiste em acompanhar o comportamento dos clientes em suas
transacbes com cartdo de crédito, avaliando se estd dentro do esperado ou se houve
mudanca significativa em seu perfil que possa requerer uma andlise mais detalhada.

A drea de Riscos & PLDFT é a responsavel na Instituicao pelas rotinas de monitoramento das
operagOes para identificagdo de indicios de lavagem de dinheiro e de financiamento ao
terrorismo.

Para o monitoramento e identificacdo de transagdes atipicas, assim como o respectivo
tratamento dos indicios de lavagem de dinheiro, a NIO Digital utiliza-se de indicadores
previamente estabelecidos, citados nos Manuais de Procedimentos de Conheg¢a o Seu
Cliente, Seu Funcionario e Seu Parceiro.

Uma vez gerada a ocorréncia, cabera a drea de Riscos & PLDFT analisar as informagdes do
cliente e de suas operagbes para confirmar ou ndo os indicios de lavagem de dinheiro e de
financiamento ao terrorismo.

Todas as informacgGes que tratam de indicios / suspeitas de LDFT sdo de carater confidencial,
nao devendo, em hipdtese alguma, ser disponibilizadas ao cliente e a terceiros.

Os casos nao considerados como criticos pela area de Riscos & PLDFT ou quando nao
confirmados os indicios de crime de LDFT sdao encerrados com o arquivamento da ocorréncia.
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14. COMUNICAGAO DE OPERAGOES SUSPEITAS AO COAF

A comunicacdo ao COAF das operacgdes suspeitas identificadas, serd realizada em conformidade a

legislacdo e regulamentacdo pertinente quando a NIO estiver devidamente autorizada a funcionar
pelo BACEN.

15. CONCEPGCAO DE PRODUTOS E SERVICOS

15.1.

15.2.

O Head de Inovacdo e Pessoas é o responsavel por gerir os projetos para o desenvolvimento
e ajustes de produtos e servicos, assim como para a implementacdo de novas tecnologias
para aos negocios da Instituicdo. A area de Riscos & PLDFT deve atuar ativamente dos
projetos para identificar e mitigar os riscos de a NIO Digital ser utilizada na pratica de crimes
de lavagem de dinheiro ou de financiamento ao terrorismo.

O Head de Inovacdo e Pessoas deve desenvolver e manter politicas e procedimentos para o
desenvolvimento e ajustes de produtos, servicos e tecnologias.

16. PROMOGAO DA CULTURA ORGANIZACIONAL

16.1.

16.2.

16.3.

16.4.

16.5.

A NIO Digital conduz os seus negdcios em conformidade com os mais elevados padrées
éticos, com observancia da legislacio e regulamentacdo pertinente, assim como a
documentacdo normativa e aos procedimentos internos sobre PLDFT. Sabemos que nem
sempre é possivel determinar se uma transac¢do se origina ou faz parte de uma atividade
criminosa e, por este motivo, de forma a mitigar tal ocorréncia, instituimos um Programa de
Treinamento aos colaboradores para que exergam as suas atividades de acordo com os
principios aqui destacados.

O Programa de Treinamento sobre PLDFT estabelece um canal informativo, capacitando ao
entendimento e alinhamento com a cultura e politica interna relativas a PLDFT da NIO Digital,
como quanto a atualizagdao sobre os aspectos relevantes da regulamentagdo pertinente ao
assunto e melhores praticas adotadas no mercado e, isto tudo, significa viabilizar melhores
condicdes de protecdo a Instituicdo, de maneira a evitar potenciais riscos.

A periodicidade do treinamento aos colaboradores é varidavel, ou seja, relacionado a
setorizagdo e exposicdao ao risco de lavagem de dinheiro nas suas atividades. Para as areas
que possuem contato direto com o cliente, o Programa de Treinamento sera continuo, a ser
estipulado e comunicado aos envolvidos de acordo com o planejamento estabelecido.

O treinamento podera ser realizado com base no conceito de “e-learning” que possibilita a
transmissdo de informacgdes relacionadas ao assunto em ambiente “web” mediante
concessdes e controle de acessos individualizados ou de forma “presencial” ministrados por
profissionais devidamente qualificados.

Ao final do curso, devem ser aplicadas provas para avaliacdo do aprendizado e emitidos
certificados quando atingida a nota minima exigida. A NIO Digital mantera registro dos
materiais utilizados nos treinamentos e controle efetivo de participacao.
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16.6.

As areas de Gestdo de Pessoas e de Riscos & PLDFT sdo as responsaveis pela definicdo e
implementacao do Programa de Treinamento de PLDFT.

17. AVALIAGCAO DE EFETIVIDADE

17.1.

17.2.

17.3.

17.4.

17.5.

A avaliacdo de efetividade da politica, dos procedimentos e dos controles internos de PLDFT
deve ocorrer anualmente, no primeiro trimestre do ano subsequente, relativa ao exercicio
de cada ano anterior, podendo ser realizada por profissional da drea de Controles Internos
da Instituicao devidamente qualificado.

A avaligdo de efetividade devera abordar, no minimo:

= Procedimento de Conheca seu Cliente, incluindo a verificacdo e a validacdo das
informacgdes dos clientes e a adequacao dos dados cadastrais;

= Procedimento de monitoramento, selecdo, andlise e comunica¢cdo ao COAF (quando da
autorizacdo da NIO junto ao BACEN);

= AcOes de disseminacdo de informacgdes voltadas a PLDFT;

= Programa de treinamento de colaboradores sobre o tema;

= Procedimentos de Conheca seu Funcionario e Parceiros;

= Cumprimento desta Politica e demais documentos normativos sobre o assunto;

= Acompanhamento dos apontamentos da Auditoria Interna e da supervisdo do Banco
Central do Brasil, quando houver.

O resultado da avaliagao deve ser documentado em relatdrio especifica com data-base de 31
de dezembro, e encaminhado para ciéncia, até 31 de mar¢o do ano seguinte, ao Comité de
Risco e Controle e Conselho de Administragao da Instituigdo, assim como o plano de agao
destinado a solucionar as deficiéncias identificadas. O conteludo do relatério de avaliagao
devera atender o disposto na regulamentacdo do Banco Central do Brasil (Circular N°
3.978/2020) quando a NIO estiver autorizada a funcionar pelo BACEN.

O plano de agdo destinado a solucionar as deficiéncias identificadas por meio da Avaliagao
de Efetividade, deve indicar para cada deficiéncia as correspondentes ac¢des corretivas
propostas e os responsdveis pelas implementagdes, acdes estas que devem constar de
relatério de acompanhamento, controlado pela drea de Controles Internos.

Devera ser comprovado que o Plano de A¢do e o respectivo Relatério de Acompanhamento
foram encaminhados, para ciéncia e avaliacdao, ao Comité de Risco e Controle, a Diretoria
Executiva e ao Conselho de Administrac¢ao.

18. PRINCIPAIS RESPONSABILIDADES

18.1.

Diretoria Executiva
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18.2.

18.3.

18.4.

a) Garantir a efetividade e a melhoria continua da politica, dos procedimentos e dos
controles internos relacionados com a prevencdo a lavagem de dinheiro e ao
financiamento do terrorismo.

b) Prover um ambiente permanente de controle, disseminando no dmbito organizacional as
melhores praticas.

Comité de Risco e Controle

a) Deliberar sobre as diretrizes aplicaveis as questdes de Prevencdo a Lavagem de Dinheiro
e Combate ao Financiamento do Terrorismo contemplados nesta Politica.

b) Ter ciéncia das atribuicOes para as areas operacionais diretamente afetadas pelas regras
de PLDFT, com a designacao das correlatas responsabilidades.

¢) Acompanhar a efetividade das atividades e das a¢Ges relacionadas a PLDFT.

d) Garantir o cumprimento de todas as regras e procedimentos estabelecidos na Politica e
nos demais documentos normativos relacionados a PLDFT.

e) Apreciar os relatdrios e comunicacOes emitidos pelos 6rgdos oficiais e pelas areas de
Controles Internos e de Auditoria, determinando as a¢des e providéncias necessdrias para
atendimento das demandas.

Diretor Responsavel PLDFT

a) Implementar e acompanhar o cumprimento desta Politica e dos demais documentos
normativos sobre o assunto, bem como das suas atualizagdes.

b) Cumprir as determinagbes dos érgdos reguladores para atuagao na PLDFT.
Riscos & PLDFT

a) Aplicar e atualizar as politicas e documentos normativos pertinentes a prevencao e o
combate aos crimes de LDFT.

b) Assegurar a conformidade com a legislacdo, as normas, os regulamentos e as politicas
internas que disciplinam sobre PLDFT.

c) Disseminar e atuar como multiplicador da cultura de prevencdo e combate aos crimes de
Lavagem de Dinheiro e de Financiamento ao Terrorismo.

d) Desenvolver e implementar ferramentas e processos de apoio as estratégias ao programa
corporativo de PLDFT.

e) Monitorar, identificar e tratar operagdes efetuadas pelos clientes enquadradas nas regras
de monitoramento com o intuito de minimizar riscos de LDFT.

f) Efetuar as comunicacbes ao COAF das operacdes com indicio de LDFT (quando da
autorizacdo da NIO junto ao BACEN).

Pagina 14 de 17
As informagdes contidas neste documento sdo para uso interno e exclusivo da NIO Digital



. = g ® [
fMO:E politica Corporativa

Titulo: Prevengdo a Lavagem de Dinheiro e de Financiamento ao Cddigo: PC-CON-007

Terrorismo

Gestor: Riscos & PLDFT Versdo: 02 Data de Publicacdo: 10/05/2024

18.5.

18.6.

18.7.

g) Apreciar os relatérios e comunicacdes emitidos pelos érgdos oficiais e pelas areas de
Controles Internos e de Auditoria, determinando as a¢des e providéncias necessdrias para
atendimento das demandas.

h) Analisar previamente novos produtos e servicos, sob a dtica da prevencdo a Lavagem de
Dinheiro.

i) Elaborar e manter a disposicdo os relatérios e o registro das obrigacdes regulatdrias
referentes a PLDFT, obedecendo o prazo regulamentar.

j) Viabilizar programas de treinamento periddicos para assegurar que todos os
colaboradores estejam devidamente orientados e atualizados quanto as suas obrigacOes
e responsabilidades de acordo com a regulamentacdo aplicavel.

k) Adotar controles quanto ao conhecimento dos colaboradores sobre PLDFT no inicio de
suas atividades com a NIO Digital.

Todas as Areas do Comercial

a) Observar os aspectos voltados a esta Politica e aos demais documentos normativos sobre
PLDFT, especialmente a vista da atividade de captacdo, intermediacdo e negociacao,
adotando as melhores praticas no que tange ao processo “Conheca Seu Cliente”.

b) Reportar toda e qualquer proposta, operagdo ou situacao considerada atipica ou suspeita
para a area de Riscos & PLDFT, inclusive quanto ao cumprimento desta Politica e dos
demais documentos normativos sobre PLDFT.

Juridico

a) Observar os aspectos voltados a esta Politica e aos demais documentos normativos sobre
PLDFT, especialmente a vista da atividade de formalizacao de convénios com entidades
publicas e privadas, adotando as melhores praticas no que tange ao processo “Conheca
Seu Cliente”.

b) Reportar toda e qualquer proposta, operacao ou situagdo considerada atipica ou suspeita
para a drea de Riscos & PLDFT, inclusive quanto ao cumprimento desta Politica e dos
demais documentos normativos sobre PLDFT.

Formalizagdo de Operagoes

a) Definir e realizar os procedimentos para a identificacdo e a validacdo de informacdes
cadastrais do cliente, zelando pelo atendimento regulatério.

b) Definir os mecanismos para a validacdao e atualizacdo das informacdes cadastrais dos
clientes, assim como para a obtenc¢do de dados em listas PEP e restritivas.

c) Consultar a area de Riscos & PLDFT quando do surgimento de indicio de irregularidade ou
duvida quanto a aplicacdo desta Politica e dos demais documentos normativos sobre o
assunto.
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18.8.

18.9.

Todos os Colaboradores

a) Cumprir rigorosamente as determinacbes contidas nesta Politica e nos demais
documentos normativos sobre PLDFT.

b) Reportar toda e qualquer proposta, operacdo ou situacao considerada atipica ou suspeita
ao superior hierdrquico ou para a area de Riscos & PLDFT, inclusive quanto ao
cumprimento desta Politica e dos demais documentos normativos sobre PLDFT.

c) Agir com diligéncia e probidade no suporte a drea de Riscos & PLDFT quanto as solicitagdes
referentes aos produtos, servicos e operacdes para a garantia da aplicacdo dos
parametros e controles estabelecidos nessa politica.

d) Disseminar a cultura de PLDFT.

e) Participar de treinamento e seminarios de atualizagdo sobre PLDFT.
Controles Internos

a) Implementar controles visando prevenir o risco de LDFT.

b) Revisar e avaliar a eficiéncia quanto a implementacdo e aos controles da Politica de PLDFT,
elaborando o plano de acdo destinado a solucionar as deficiéncias identificadas e o
relatorio de acompanhamento das a¢des a realizar.

18.10. Gestao de Pessoas

a) Adotar os controles quanto ao conhecimento dos colaboradores sobre PLDFT no inicio
de suas atividades na NIO Digital.

b) Garantir que todos os colaboradores realizem o treinamento anual do Programa de
PLDFT, para que estejam devidamente orientados e atualizados quanto as suas
obrigacdes e responsabilidades de acordo com a regulamentacgao aplicavel.

19. DISPOSICOES FINAIS

19.1.

19.2.

19.3.

Esta Politica destina-se exclusivamente ao uso interno da Instituicdo. Toda e qualquer
divulgacdo indevida de seu conteldo estard sujeita as penalidades cabiveis, conforme
julgamento da Diretoria.

A area de Riscos & PLDFT é a responsavel por manter esta politica atualizada e em
conformidade a legislacao e regulamentacdo pertinente, bem como por zelar para que seja
observada e rigorosamente seguida por todos os colaboradores, independente de cargos e
func¢des ocupados. O Diretor responsavel pelo assunto PLDFT perante ao Banco Central do
Brasil é responsavel por analisar o contelddo desta Politica e submeté-la para apreciacao do
Comité de Risco e Controle e para aprovagao do Conselho de Administragao.

Nao sera considerada qualquer assertiva acerca do desconhecimento desta Politica, assim
como nao serdo consideradas quaisquer justificativas que resultem no seu descumprimento.
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19.4.

19.5.

19.6.

Assim, diante de qualquer duvida, esclarecimento ou aconselhamento, é necessario a
imediata consulta a area de Riscos & PLDFT.

O descumprimento das regras estabelecidas nesta Politica pode resultar em agdo disciplinar,
incluindo adverténcia (verbal ou formal), suspensdo, demissdo por justa causa e
desligamento ou destituicdo (ou recomendacdo de destituicdo) de Administradores,
conforme aplicavel.

Enfatizamos a obrigacdo dos colaboradores em realizar o reporte imediato a area de Riscos
& PLDFT sobre qualquer ato suspeito, ilicito, ou que viole os preceitos aqui estabelecidos e a
legislacdo aplicavel, de que tiver conhecimento. O colaborador que deliberadamente deixar
de notificar violaces a esta Politica ou omitir informacdes relevantes também estard sujeito
as medidas disciplinares mencionadas acima.

Os colaboradores declaram-se cientes de que a NIO Digital pode monitorar quaisquer
atividades por eles desenvolvidas com o intuito de identificar casos suspeitos ou em
desconformidade com a presente Politica e aos demais documentos normativos aplicaveis.
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